
Any business that uses technology faces cyber risk, which is why your  
insureds need to be prepared with cyber liability insurance. 

Whether a hacker gains unauthorized access to your network, your employee sends an email 
containing customer information, or a laptop or smartphone containing private information is 
lost or stolen during travel, let us help you find a policy that will protect your clients’ needs.

SECURITY FAILURES/ VIOLATIONS  
TO YOUR SYSTEM
• Business financial information

• Employee records

• Stolen credentials

• Hacking

• Malware

• Physical attacks

• Customer records, including account 
numbers and passwords, credit card 
data, social security numbers, private 
health information, etc 

REGULATORY ACTION BROUGHT  
BY GOVERNMENTAL AGENCY
• Fines & Penalties imposed by law

EVENT MANAGEMENT
• Notification Costs

• Public Relations

• Forensic Investigations

• Legal Consultation

IDENTITY & CREDIT MONITORING
• Network Business Interruption

• Reimburse lost income & additional 
operating expenses

CYBER EXTORTION
• Threat of attack to your system to 

extort money, securities

• Cost of investigation to determine 
cause of threat

CYBER MEDIA 
• Media content distributed via  

your website

• Copyright Infringement

• Trademark Infringement

• Defamation

• Invasion of Privacy

LET QUAKER SPECIAL RISK HELP!

COVERAGES INCLUDE:

LOOKING FOR A CYBER 
LIABILITY MARKET?


